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ZF Hungaria Kft.

Latogatoi Adatvédelmi Ertesités

1. Bevezetés

A ZF elkotelezett a felelds adatkezelés, és az iranyadd adatvédelmi jogszabalyoknak valé megfelelés irant minden orszagban, ahol
jelen van.

Ajelen Latogat6i Adatvédelmi Ertesités (“Ertesités”) lefrja a ZF 4ltal a ZF barmely iizemének, helyiségének a teriiletére belép8, de
a ZF-fel munkaviszonyban nem all6 személyekr6l (,Latogatok”) gytijtott Személyes Adatok tipusat, a Személyes Adat ZF altali
felhasznalasanak a médjat, valamint az On, mint Erintett jogait Személyes Adatainak ZF altali kezelésével kapcsolatban. A jelen
Ertesités tartalmazza tovabba azokat az intézkedéseket, amelyeket a ZF az adatok védelme és biztonsaga érdekében foganatosit,

valamint annak mddjat, hogy On, hogy 1éphet kapcsolatba a ZF-fel az adatvédelemmel kapcsolatban.

I1. Az Adatkezel6 adatai
ZF Hungaria Ipari és Kereskedelmi Kft.
(Cégjegyzékszam: 10-09-021910 Székhely: 3300 Eger, Kistalyai at 2.)

III. Az adatvédelmi kapcsolattartd elérhetésége

Amennyiben a jelen Ertesitéssel kapcsolatos barmely kérdése van, forduljon bizalommal a ZF Hungaria Kft adatvédelmi felel6séhez

(gdpr.zfh@zf.com).

IV. Az adatfeldolgozas célja és jogalapja
A ZF a Személyes Adatokat kizardlag a hatalyos adatvédelmi jogszabalyokkal 6sszhangban, kizardlag korlatozott, hatarozott és
jogszert célra kezeli. A ZF a Személyes Adatokat az On mas céli hasznalathoz adott kifejezett hozzajarulasa hianyaban semmilyen

olyan célra nem haszndlja fel, ami nem 6sszeegyeztethetd azzal a céllal, amire eredetileg a Személyes Adatot megszerezte.

A Latogaték Személyes Adatai az alabbi célokra kezelhetdk:
. Vagyonvédelem, jogellenes cselekmények megel6zése és felderitése;
. Balesetmegel8zés, munka-, és balesetvédelmi szabalyok betartasa, a latogatdk biztonsaga;

. Anyagi kar megel6zés.

Az adatkezelés jogalapja a ZF jogos érdeke, illetve balesetmegel6zés esetén az On létfontossagu érdeke. A ZF jogos érdekében
végzett adatkezelés esetére az érdekmérlegelési teszt elvégzésre keriilt, amely kérésre megtekinthetd.
A ZF biztositja, hogy a belsd eljarasai pontosan meghatarozzak az indokot, ha valamely Személyes Adat az eredetitdl eltérd célra

keriil felhasznalasra. Az eltéré céla haszndlat el6tt az 4j célrol értesiteni fogjuk.

V. A kezelt adatok fajtai, az adatkezelés id6tartama

A kezelt Személyes Adatok kore kifejezetten azokra az adatokra korlatozott, amelyek az adatkezelés célja érdekében sziikségesek.

A kezelt adatok kore:

. A biztonsagi kamerarendszer altal készitett kamerafelvétel;
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. Az On neve, email cime, cégének neve,
. Amennyiben be kell hajtania a telephelyre: személygépkocsijanak rendszama

e  Amennyiben adathordozét kivan a gyar teriiletén haszndlni, abban az esetben az adathordozé leirasa (tipus, azonosit6 szam)

A biztonsagi kamerarendszer kameratérképe a portan megtekinthetd.

A ZF nem szerez meg, vagy tarol Személyes Adatot, ha azt a hatalyos jog tiltja.

Kiilonleges Személyes Adat kezelésére latogatdk vonatkozadsaban nem Kkeriil sor.

A ZF a Személyes Adatot olyan mdédon kezeli, amely biztositja, hogy az pontos, teljes és naprakész.

A ZF alatogatok személyes adatait az adatok megszerzésétdl szamitott egy évig 6rzi elektronikus rendszerében. Abban az esetben,
ha az On személyes adatainak tovabbi megérzése azért sziikséges, mert az valamely jogellenes cselekménnyel, balesettel, vagy
kareseménnyel kapcsolatosan hatdsagi, vagy birdsagi eljarasban bizonyitékként a ZF jogos igényeinek érvényesitése, vagy

érdekeinek védelme céljabdl sziikséges, akkor a személyes adatait ezen eljarasok jogerds lezarasaig a ZF meg6rzi.

VI. Adatbiztonsag

A ZF megfeleld technikai és szervezeti intézkedéseket foganatositott a kockazatoknak megfelel6 szintli adatbiztonsag biztositasa
érdekében. A kockazatok elézetes elemzése magaban foglalta az Erintett jogaira vonatkozé veszélyek, az implementécié koltségeit,
az Adatkezelés kereteit, céljat, 6sszefliggéseit és természetét.

Az intézkedések az alabbiak:

(i) a Személyes Adat titkositasa, amennyiben azt elektronikus formaban taroljuk;

(ii) a papiralapon tarolt személyes adatok zart taroldban torténd tarolasa akként, hogy ahhoz csak a biztonsagi szolgalat erre
kijel6lt munkavallaléi férnek hozza;

(iii) az adatfeldolgoz6 rendszerek titkossaganak, sértetlenségének, elérhetdségének és ellenalloképességnek folyamatos
biztositasa;

(iv) képesség, hogy fizikai, vagy technikai incidens esetén a Személyes Adatok elérhetésége és hozzaférése megfelel6 idén beliil
visszaallithaté; és

(v) az adatfeldolgozé rendszerek biztonsaganak folyamatos fennallasat, és hatékonysagat célz6 rendszeres ellendrzésére,

értékelésére, és fejlesztésére vonatkozd eljarasok bevezetése.

VII. Hozzaférés a Személyes Adatokhoz

A ZF csak a sziikséges mértékben, az adott vallalati funkcié ellatasdhoz biztosit hozzaférést a Személyes Adatokhoz. A hozzaférést
kifejezetten azon adatok korére korlatozzak, amelyek a funkcid ellatasahoz sziikségesek.

A Személyes Adathoz adott hozzaférési felhatalmazas mindig a felhatalmazott funkcidjahoz kotott, a felhatalmazott személyéhez
kotott hozzaférési felhatalmazas nem lehetséges. Kiils6 szolgaltatok kizardlag a ZF-fel megkotott szerzédésiik céljara juthatnak

Személyes Adatokhoz.

VIII. Nemzetkozi adattovabbitas
Nemzetko6zi adattovabbitas alatt a Személyes Adatoknak az Eurdpai Gazdasagi Kozosségen (“EGK”) kivil allé orszagba torténd

tovabbitasa értendd. A latogatdk személyes adatai vonatkozasaban nemzetkozi adattovabbitdsra nem kertl sor.

IX. Személyes Adat visszatartasa
A ZF nem tartja vissza a Személyes Adatokat az adatvédelmi jogszabalyok altal meghatarozottakndl, illetve az adat megszerzésekor
meghatarozott adatkezelés céljdnak megvaldsitdsdhoz sziikségesnél, vagy a helyi szabdlyozdsban meghatdrozottnal hosszabb

id6tartamra.
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X. Adatvédelmi jogok
A hatélyos adatvédelmi jogszabalyok alapjan Onnek a jelen fejezetben részletezett jogai vannak. Ezen jogok gyakorlasa érdekében

vegye fel a kapcsolatot az adatvédelemért felelGs személlyel.

Hozzaférés joga

Onnek joga van a ZF-t8] tajékoztatast kérni, hogy a ZF kezel-e Onre vonatkoz6 Személyes Adatot.

Onnek hozzaférési joga van a ZF altal kezelt, Onre vonatkozé Személyes Adatokhoz, és ingyenesen masolatot kérhet ezekrél az
adatokrol (kivéve az ismételt és tilzo kéréseket) és tijékoztatast kérhet az aldbbi informaciékral:

(i) A ZFH folytat-e a Személyes Adataira nézve Adatfeldolgozast;

(ii) Az adatfeldolgozas céljardl, az érintett Személyes Adatok korérdl, valamint azokrdl a személyekrdl, akik a Személyes Adatait
megismerhetik;

(iii) Amennyiben lehetséges, a Személyes Adatok taroldsanak elérelathatd id6tartamarol, vagy azokrol a feltételekrdl, amelyek a
Személyes Adatok tarolasanak idGtartamat meghatarozzak;

(iv) A Kkijavitashoz, illetve kiegészitéshez vald jogrdl, az Adatgazdara vonatkozdé adatok Adatfeldolgozasa megtiltdsanak
lehetdségérdl, illetve az Adatfeldolgozas elleni panasz lehet8ségérdl;

(v) A feliigyeleti hat6saghoz torténd kifogas elGterjesztésének lehetdségérdl;

(vi) A Személyes Adat szdrmazasarél, amennyiben azt nem az Erintett bocsajtotta a ZFH rendelkezésére;

(vii) Az automatizalt dontéshozatal (ideértve a profilozas) 1étezésérdl, az automatizalt dontéshozatal alapjat képezé logikai

folyamat lényegérdl, az ilyen Adatfeldolgozas jelent6ségérdl, és az Adatgazdara vonatkozo6 varhaté kdvetkezményeirdl.

Kijavitashoz valé jog

On barmikor kérheti a ZF-t6l a pontatlan, hibas vagy hianyos, Onre vonatkozé Személyes Adat kijavitasat vagy kiegészitését.

Torléshez vald jog

On kérheti a ZF-t8] a Személyes Adata torlését, ha az alabbi jogalapok egyike fennll:

(i) A Személyes Adatra mar nincs sziikség arra a célra, amelynek érdekében atadasra, vagy mas médon Adatfeldolgozasra Kkeriilt;
(ii) On visszavonta az Adatfeldolgozashoz adott hozzajarulasat, és az Adatfeldolgozasnak nincs jogalapja;

(iii) On tiltakozik az Adatfeldolgozas ellen, és az Adatfeldolgozasnak nincs erésebb jogalapja, vagy az Erintett tiltakozik a direkt
marketing céljara folytatott Adatfeldolgozas ellen;

(iv) A Személyes Adat feldolgozasa jogellenes;

(v) A Személyes Adatot Eurépai Uniés, vagy Eurdpai Unids tagallami jogi kotelezettségnek valé megfelelés érdekében kell torolni.
A ZF elutasithatja az adat torlésére iranyuld kérelmet, ha az Adatra az alabbi okok valamelyike miatt van sziikség:

(i) Szdlas-, és informacios szabadsaghoz valo jog gyakorlasa;

(ii) Olyan jogi kotelezettségnek valé megfelelés, amely eldirja a Személyes Adat feldolgozasat az irdnyadé jogszabalyok alapjan,
vagy kozérdekbdl ellatand6 feladat végrehajtasa érdekében;

(iii) Kozérdeki kozegészségligyi okbol;

(iv) K6zérdek, tudomdanyos, vagy torténeti cél, vagy statisztikai céld archivalasi cél;

(v) jogi kovetelés alapitasa, érvényesitése, vagy végrehajtasa.

Korlatozashoz valé jog
Onnek joga van az adatkezelést korlatozni az alabbi esetekben:
. ha alldspontja szerint az 6n Személyes Adatat pontatlanul kezeljiik (a korlatozas id6tartama addig tarthat, amig a ZF ellen6rzi

a pontossagot);
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. ha az adatkezelés jogtalannak tlinik és a torlés helyett a korlatozas mellett dont;

. ha a ZF-nek nincs sziiksége a Személyes Adatra az adatkezelés céljara de Onnek az Adatra jogi kdvetelés megalapozasa,
érvényesitése, vagy végrehajtisa érdekében van sziiksége; és

«  haOnkifogast terjesztett el6 az adatkezeléssel kapcsolatban, arra az idére, amig elbiralasra keriil, hogy a ZF jogalapja erésebb-

e a kifogasban foglaltaknal.

Kifogashoz valé jog
Onnek barmikor joga van az adatkezelést a konkrét helyzethez kapcsol6dé megalapozott indokkal. Amennyiben a ZF a kifogdsanak
helyt ad, a ZF addig nem kezeli/dolgozza fel az érintett Személyes Adatokat, amig nem tud az On érdekénél erésebb jogalapot

bizonyitani.

Adathordozhatésaghoz valé jog

On jogosult arra, hogy a ZF részére atadott Személyes Adatait az On részére rendszerezett, altaldnosan hasznalt, szamitégéppel
olvashat6 formatumban a ZF kiadja, valamint, hogy a Személyes Adatait a ZF az On kérésére tovabbitsa mas Adatfeldolgozo részére.
A ZF a Személyes Adatokat kdzvetleniil tovabbitsa mas adatfeldolgozd részére, amennyiben ez technikailag lehetséges.

Az Adathordozhatésag joga akkor érvényesiil, ha:

(i) A Személyes Adatok feldolgozasa szerzddés, vagy az On kifejezett hozzajarulasa alapjan torténik;

(ii) Az adatfeldolgozast automatizalt folyamatok keretében végzik.

Az Adathordozhatdésag joga a papiralapu adattarolasra nem terjed ki.

A ZF elutasithatja az On kérelmét, ha az On kérése masok szabadsagjogait érinti.

Hozzajarulas visszavonasahoz vald jog
Amennyiben az adatkezelés hozzajaruldson alapul, On a hozzajarulasat barmikor visszavonhatja. A visszavonas, a visszavonast

megel6z6 adatkezelés jogszer(iségét nem érinti.

Panaszjog
On az adatkezeléssel kapcsolatosan panaszt tehet a feliigyeleti hatésagnal.
Nemzeti Adatvédelmi és Informdciészabadsdg Hatésdg

Cime: 1055 Budapest, Falk Miksa utca 9-11.

XI. Megfeleldség a jogszabalyoknak és jelen értesitésnek

A Személyes Adatkezelés jelen Ertesitésnek és a hatalyos jogszabélyoknak valé megfelel6ségének folyamatos biztositasa az
adatvédelemért felel6s személy feladata.

Barmely, az adatkezeléssel kapcsolatos kérdésben az adatvédelemért felels személyekhez fordulhat.

A Személyes Adatok kezeléséért felelds személy:

a ZF Hungaria Kft adatvédelmi felelése (gdpr.zfh@zf.com).

XII. Egyéb
Ajelen értesités 2024.12.01. napjatdl hatalyos.
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ZF Hungaria Kft.

Visitor Privacy Notice

L. Introduction

ZF is committed to responsible handling of personal data and compliance with applicable data protection laws in all countries
where we operate.

This Visitor Privacy Notice ("Notice") describes the types of Personal Data that ZF collects from persons who enter any ZF facility
or premises but are not employed by ZF ("Visitors"), how ZF uses Personal Data, and your rights as a Data Subject with respect to
ZF's processing of your Personal Data. This Notice also sets out the measures that ZF will take to protect the privacy and security

of your Personal Data and how you can contact ZF regarding your privacy.

I1. Data of the Data Controller
ZF Hungaria Ipari és Kereskedelmi Kft.
(Company registration number: 10-09-021910 Headquarters: 3300 Eger, Kistalyai ut 2.)

II1. Contact details of the data protection contact person

If you have any questions regarding this Notice, please contact the Data Privacy Manager of ZF Hungaria Kft (gdpr.zfh@zf.com).

IV. Purpose and legal basis for processing
ZF processes Personal Data only in accordance with applicable data protection laws and only for limited, specific and legitimate
purposes. ZF will not use the Personal Data for any purpose incompatible with the purpose for which the Personal Data was

originally obtained, unless you have given your express consent to use it for any other purpose.

Visitors' Personal Data may be processed for the following purposes:
- Protection of property, prevention and detection of unlawful activities;
- Accident prevention, compliance with work and accident prevention rules, safety of visitors;

- Preventing damage to property.

The legal basis for data processing is the legitimate interest of ZF or, in the case of accident prevention, your vital interest. For
processing in the legitimate interest of ZF, a balancing of interests test has been carried out and is available on request.
ZF ensures that its internal procedures specify the grounds for using Personal Data for purposes other than those for which they

were originally collected. You will be notified of the new purpose before the different use.

V. Types of data processed, duration of processing

The scope of the Personal Data processed is expressly limited to the data necessary for the purposes for which they are processed.

The scope of the data processed:

- Camera footage taken by the security camera system;

- Your name, email address, company name,

- If you need to drive to the premises: the registration number of your car

- If you wish to use a data carrier on the premises, a description of the data carrier (type, identification number)
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The camera map of the security camera system is available at the reception.

ZF will not obtain or store Personal Data if prohibited by applicable law.

No specific Personal Data is processed in relation to visitors.

ZF processes Personal Data in a manner that ensures that it is accurate, complete and up-to-date.

ZF will keep visitors' Personal Data in its electronic system for one year from the date of its acquisition. In the event that the further
retention of your Personal Data is necessary because it is required as evidence in official or judicial proceedings in connection with
an unlawful act, accident or injury for the purpose of enforcing ZF's legitimate claims or protecting its interests, ZF will retain your

Personal Data until the final conclusion of such proceedings.

VI. Data security

ZF has put in place appropriate technical and organisational measures to ensure a level of data security commensurate with the
risks. The preliminary analysis of the risks included the threats to the rights of the Data Subject, the costs of implementation, the
framework, purpose, context and nature of the Data Processing.

The measures are the following:

(i) the encryption of Personal Data where it is stored electronically;

(ii) storage of Personal Data stored on paper in a locked container, accessible only to designated employees of the Security Service;
(iii) ensuring the confidentiality, integrity, availability and resilience of data processing systems at all times;

(iv) the ability to restore availability and access to Personal Data within a reasonable time in the event of a physical or technical
incident; and

(v) establishing procedures for the regular monitoring, evaluation, and improvement of the security of data processing systems to

ensure their continued existence and effectiveness.

VII. Access to Personal Data

ZF will provide access to Personal Data only to the extent necessary for the performance of the specific business function. Access
is expressly limited to the scope of data necessary to perform the function.

Authorisation to access Personal Data is always linked to the authorised function of the authorised person, no authorisation to
access is possible linked to the authorised person. External service providers may only access Personal Data for the purposes of

their contract with ZF.

VIII International Data Transfers
International transfers are transfers of Personal Data to a country outside the European Economic Community ("EEA"). No

international transfers of Visitors' Personal Data will occur.

IX. Retention of Personal Data
ZF will not retain Personal Data longer than is required by data protection legislation or longer than is necessary for the purposes

for which the data was collected or as specified in local regulations.

X. Data Protection Rights
Under applicable data protection legislation, you have the rights detailed in this section. To exercise these rights, please contact the

person responsible for data protection.
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Right of access

You have the right to ask ZF whether ZF processes Personal Data relating to you.

You have the right to access the Personal Data that ZF processes about you, to request a copy of that data free of charge (except for
repeated and excessive requests) and to request information about:

(i) whether ZFH processes your Personal Data;

(ii) The purposes of the processing, the scope of the Personal Data concerned and the persons who may have access to your
Personal Data;

(iii) Where possible, the foreseeable duration of the storage of the Personal Data or the conditions that determine the duration of
the storage of the Personal Data;

(iv) The right to rectification or addition, the possibility to object to the processing of data relating to the Data Controller or to lodge
a complaint against the processing;

(v) The possibility to lodge a complaint with a supervisory authority;

(vi) The origin of the Personal Data, if not provided to the ZFH by the Data Subject;

(vii) The existence of automated decision-making (including profiling), the essence of the logic underlying the automated decision-

making, the significance of such Processing and the likely consequences for the Data Controller.

Right to rectification

You may at any time request ZF to correct or complete inaccurate, erroneous or incomplete Personal Data relating to you.

Right to erasure

You may request ZF to delete your Personal Data if one of the following legal grounds applies:

(i) The Personal Data is no longer necessary for the purpose for which it was transferred or otherwise processed;

(ii) You have withdrawn your consent to the Processing and there is no legal basis for the Processing;

(iii) You object to the Processing and there is no stronger legal ground for the Processing or the Data Subject objects to the
Processing for direct marketing purposes;

(iv) The processing of the Personal Data is unlawful;

(v) The Personal Data must be erased in order to comply with a legal obligation of the European Union or a Member State of the
European Union.

ZF may refuse a request to delete Personal Data if the Personal Data is necessary for one of the following reasons:

(i) Exercise of the right to freedom of expression and information;

(ii) To comply with a legal obligation that requires the processing of Personal Data under applicable law or in the performance of
a task carried out in the public interest;

(iii) For a public health reason in the public interest;

(iv) For archiving purposes in the public interest, for scientific or historical research purposes, or for statistical purposes;

(v) For the establishment, exercise or enforcement of a legal claim.

Right to restriction

You have the right to restrict processing in the following cases:

- if you believe that we are processing your Personal Data inaccurately (the period of restriction may last until ZF verifies the
accuracy);

- If the processing appears to be unlawful and you decide to restrict it rather than delete it;

- if ZF does not need the Personal Data for the purpose of processing but you need the Personal Data to establish, exercise or enforce

alegal claim; and
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- if you have objected to the processing, pending a determination of whether ZF's legal basis for the processing is stronger than the

objection.

Right to object
You have the right to object at any time to the processing of your data on the basis of a legitimate ground relating to the particular
situation. If ZF upholds your objection, ZF will not process/process the Personal Data concerned until it can demonstrate a stronger

legal ground than your interest.

Right to data portability

You have the right to have your Personal Data provided to ZF disclosed to ZF in a computer-readable format in a commonly used
systematic format and to have your Personal Data transferred by ZF to other Processors at your request. ZF may transfer your
Personal Data directly to other processors where technically feasible.

The right to data portability applies if:

(i) The processing of Personal Data is based on a contract or your explicit consent;

(ii) The processing is carried out by automated processes.

The right of Data Portability does not extend to paper storage.

ZF may refuse your request if your request affects the freedoms of others.

Right to withdraw consent
Where processing is based on consent, you may withdraw your consent at any time. Such withdrawal shall not affect the lawfulness

of the processing prior to the withdrawal.

Right to complain
You may lodge a complaint with the supervisory authority about the processing.
National Authority for Data Protection and Freedom of Information

Address.

XI. Compliance with the law and this notice

The Data Controller is responsible for ensuring the ongoing compliance of Personal Data Processing with this Notice and applicable
law.

You may contact the Data Protection Officer with any questions you may have about the processing.

The person responsible for the processing of Personal Data:

The Data Protection Officer of ZF Hungaria Kft (gdpr.zfh@zf.com).

XII. Other
This notice is effective from 01.12.2024.



